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[bookmark: _Toc517082226]* * * * Start of changes * * * *
[bookmark: _Toc83792942][bookmark: _Toc20204189][bookmark: _Toc27894878][bookmark: _Toc36191956][bookmark: _Toc45193046][bookmark: _Toc47592678][bookmark: _Toc51834765][bookmark: _Toc59100591][bookmark: _Toc20204672][bookmark: _Toc27895386][bookmark: _Toc36192489][bookmark: _Toc45193591][bookmark: _Toc47593223][bookmark: _Toc51835310][bookmark: _Toc59101136][bookmark: _Toc27846729][bookmark: _Toc36187860][bookmark: _Toc45183764][bookmark: _Toc47342606][bookmark: _Toc51769307][bookmark: _Toc59095659]5.30.2.10.2.2	Architecture
Figure 5.30.2.10.2.2-1 and 5.30.2.10.2.2-2 depicts the architecture for Onboarding of UEs in an ON-SNPN.




Figure 5.30.2.10.2.2-1: Architecture for UE Onboarding in ON-SNPN in case DCS includes an AUSF and a UDM


Figure 5.30.2.10.2.2-2: Architecture for UE Onboarding in ON-SNPN in case DCS includes a AAA server
NOTE 1:	AUSF in the ON-SNPN interfaces with the DCS owned by an entity that is internal or external to the ON-SNPN.
NOTE 2:	The functionality with respect to exchange information between PVS and SO-SNPN to provision SNPN credentials and other data from the SO-SNPN in the UE is out of 3GPP scope.
NOTE 3:	The dotted lines in Figure 5.30.2.10.2.2-1 indicate that domains (e.g. DCS domain, PVS domain, and SO-SNPN) may not be separated depending on the deployment scenario.
NOTE 4:	See TS 33.501 [29] for the functionality beyond AUSF, and other interfaces required for security.
Editor's note:	The Architecture Figure 5.30.2.10.2.2-1 is assumed as baseline but should be confirmed by SA WG3 including the DCS functionality supported.
The When the DCS is used to involved during perform mutual primary authentication during the Onboarding procedure, the following apply:  based on the UE default credentials during the Onboarding procedure.
-	When the DCS includes an AUSF and a UDM functionality, then the AMF selects AUSF and UDM in the DCS domain. The ON-SNPN and DCS domain are connected via N32 and SEPP which are not shown in the Figure 5.30.2.10.2.2-1.  
-	When the DCS includes a AAA server functionality, then the AMF selects AUSF in the ON-SNPN. Based on local configuration the AUSF skips the UDM selection and directly performs primary authentication towards DCS with AAA server functionality. The AUSF uses an NSSAAF (and the NSSAAF may use a AAA-P which is not shown in the figure 5.30.2.10.2.2-2) to relay EAP messages towards the DCS including a AAA Server. 
NOTE 5:	If a given DCS supports both AUSF/UDM functionality as depicted in Figure 5.30.2.10.2.2-1 and AAA server functionality as depicted in Figure 5.30.2.10.2.2-2, the DCS needs to use separate Home Network Identifier for DCS with AUSF/UDM and for DCS with AAA server functionality to ensure correct selection of NFs.
When the DCS is not involved during primary authentication, upon establishment of the Onboarding PDU Session the ON-SNPN may trigger secondary authentication procedure with the DCS using default credentials as described in clause 11.1 of TS 33.501 [29]. 
NOTE 56:	The DCS and PVS can be owned by an administrative entity that can be different from either the ON-SNPN or SO-SNPN. The ownership of DCS and PVS is outside the scope of 3GPP.
* * * * Next change * * * *
[bookmark: _Toc45184059][bookmark: _Toc47342901][bookmark: _Toc51769603][bookmark: _Toc83302198]6.2.23	NSSAAF
The Network Slice-specific and SNPN Authentication and Authorization Function (NSSAAF) supports the following functionality:
-	Support for Network Slice-Specific Authentication and Authorization as specified in TS 23.502 [3] with a AAA Server (AAA-S). If the AAA-S belongs to a third party, the NSSAAF may contact the AAA-S via a AAA proxy (AAA-P).
-	Support for access to SNPN using credentials from Credentials Holder using AAA server (AAA-S) as specified in clause 5.30.2.9.2 or using credentials from Default Credentials Server using AAA server (AAA-S) as specified in clause 5.30.2.10.2. If the Credentials Holder or Default Credentials Server belongs to a third party, the NSSAAF may contact the AAA server via a AAA proxy (AAA-P).
NOTE:	When the NSSAAF is deployed in a PLMN, it supports Network Slice-Specific Authentication and Authorization, while when the NSSAAF is deployed in a SNPN may support Network Slice-Specific Authentication and Authorization and/or access to SNPN using credentials from Credentials Holder

* * * * End of changes * * * *
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